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>>>Start Changes<<<
5.9.2
Subscription Permanent Identifier

A globally unique 5G Subscription Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G System and provisioned in the UDM/UDR. The SUPI is used only inside 3GPP system, and its privacy is specified in TS 33.501 [29].
The SUPI may contain:

-
an IMSI as defined in TS 23.003 [19]
-
a Network Access Identifier (NAI) derived by the ME from the IMSI as defined in TS 23.003 [19], used for non-3GPP Access Technology; or
-
a network-specific identifier consisting of a non-IMSI based NAI, used for private networks as defined in TS 22.261 [2].

In this release of the specification non-IMSI based NAIs are stored in the ME only i.e. there is no support for storing non-IMSI based NAIs in the UICC.
In order to enable roaming scenarios, the SUPI shall contain the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.
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